What is the HIPAA Privacy Rule?
The HIPAA Privacy Rule establishes federal protections for individually identifiable health information held by covered entities and their business associates (called "protected health information") and gives patients important rights with respect to their health information. At the same time, the Privacy Rule is balanced to permit the use and disclosure of health information needed for patient care and other important purposes.

Please note: The information in this publication applies to HIPAA covered entities, which include most Health Care Professionals and Health Care Organizations, as well as their business associates. Any use of the pronoun "you" refers to such persons and entities.

What is the HIPAA Security Rule?
The Security Rule specifies a series of administrative, physical, and technical safeguards that covered entities and their business associates must implement to assure the confidentiality, integrity, and availability of electronic protected health information.

HIPAA Rules apply to covered entities and business associates.
Individuals, organizations, and agencies that meet the definition of a covered entity under HIPAA must comply with the Rules' requirements to protect the privacy and security of health information and must provide individuals with certain rights with respect to their health information.

If a covered entity engages a business associate to help it carry out its health care activities and functions, the covered entity must have a written business associate contract or other arrangement with the business associate that establishes the uses and disclosures of protected health information that the business associate is permitted to make and requires the business associate to safeguard the information. In addition to these contractual obligations, business associates are directly liable under the HIPAA Rules for making uses and disclosures that are not authorized by its contract or required by law and for failing to safeguard electronic protected health information in accordance with the HIPAA Security Rule.
### What is a Covered Entity and a Business Associate?

#### Covered Entity

**A Health Care Provider**

- Doctors
- Clinics
- Psychologists
- Dentists
- Chiropractors
- Nursing Homes
- Pharmacies

...but only if they transmit any information in an electronic form in connection with a transaction for which HHS has adopted a standard.

**A Health Plan**

- Health insurance companies
- HMOs
- Company health plans
- Government programs that pay for health care, such as Medicare, Medicaid, and the military and veterans' health care programs

**A Health Care Clearinghouse**

This includes entities that process nonstandard health information they receive from another entity into a standard (that is, standard electronic format or data content), or vice versa.

### Business Associate

In general, a business associate is a person or organization, other than a member of a covered entity’s workforce, that performs certain functions or activities on behalf of, or provides certain services to, a covered entity that involve access to protected health information. A business associate also is a subcontractor that creates, receives, maintains, or transmits protected health information on behalf of another business associate. Business associate functions or activities on behalf of a covered entity include claims processing, data analysis, utilization review, and billing. Business associate services to a covered entity include legal, actuarial, accounting, consulting, data aggregation, management, administrative, accreditation, or financial services. However, persons or organizations are not considered business associates if their functions or services do not involve the use or disclosure of protected health information. A covered entity can be a business associate of another covered entity.

#### Examples of Business Associates

- A third party administrator that assists a health plan with claims processing.
- A CPA firm whose accounting services to a health care provider involve access to protected health information.
- A pharmacy benefits manager that manages a health plan’s pharmacist network.
Resources

The table below provides links to additional information that can be found through the website of the HHS Office for Civil Rights, which administers and enforces the HIPAA Privacy and Security Rules. This fact sheet was current at the time it was published or uploaded onto the web. Medicare policy changes frequently so links to the source documents have been provided within the document for your reference.

<table>
<thead>
<tr>
<th>Resources for Providers</th>
<th>Website</th>
</tr>
</thead>
<tbody>
<tr>
<td>Business Associate FAQs</td>
<td><a href="http://www.hhs.gov/ocr/privacy/hipaa/faq/business_associates/">http://www.hhs.gov/ocr/privacy/hipaa/faq/business_associates/</a></td>
</tr>
<tr>
<td>Sample Business Associate Agreement</td>
<td><a href="http://www.hhs.gov/ocr/privacy/hipaa/understanding/coveredentities/contractprov.html">http://www.hhs.gov/ocr/privacy/hipaa/understanding/coveredentities/contractprov.html</a></td>
</tr>
<tr>
<td>Communicating with a Patient’s Family, Friends, or Others Involved in The Patient’s Care</td>
<td><a href="http://www.hhs.gov/ocr/privacy/hipaa/understanding/coveredentities/provider_ffg.pdf">http://www.hhs.gov/ocr/privacy/hipaa/understanding/coveredentities/provider_ffg.pdf</a></td>
</tr>
<tr>
<td>FAQs About the Disposal of Protected Health Information</td>
<td><a href="http://www.hhs.gov/ocr/privacy/hipaa/enforcement/examples/disposalfaqs.pdf">http://www.hhs.gov/ocr/privacy/hipaa/enforcement/examples/disposalfaqs.pdf</a></td>
</tr>
<tr>
<td>Training Materials</td>
<td><a href="http://www.hhs.gov/ocr/privacy/hipaa/understanding/training/index.html">http://www.hhs.gov/ocr/privacy/hipaa/understanding/training/index.html</a></td>
</tr>
</tbody>
</table>
DISCLAIMER

This fact sheet was current at the time it was published or uploaded onto the web. Medicare policy changes frequently so links to the source documents have been provided within the document for your reference.

This fact sheet was prepared as a service to the public and is not intended to grant rights or impose obligations. This fact sheet may contain references or links to statutes, regulations, or other policy materials. The information provided is only intended to be a general summary. It is not intended to take the place of either the written law or regulations. We encourage readers to review the specific statutes, regulations, and other interpretive materials for a full and accurate statement of their contents.

The Medicare Learning Network® (MLN), a registered trademark of CMS, is the brand name for official CMS educational products and information for Medicare Fee-For-Service Providers. For additional information, visit the MLN’s web page at http://go.cms.gov/MLNGenInfo on the CMS website.

Your feedback is important to us and we use your suggestions to help us improve our educational products, services and activities and to develop products, services and activities that better meet your educational needs. To evaluate Medicare Learning Network® (MLN) products, services and activities you have participated in, received, or downloaded, please go to http://go.cms.gov/MLNProducts and click on the link called ‘MLN Opinion Page’ in the left-hand menu and follow the instructions.

Please send your suggestions related to MLN product topics or formats to MLN@cms.hhs.gov.

For more information, visit the “Are You a Covered Entity?” web page on the CMS website or scan the Quick Response (QR) code to the left with your mobile device.
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